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​謹啓​

​　時下ますますご清栄のこととお慶び申し上げます。平素は格別のご高配を賜り、厚く御​
​礼申し上げます。​

​　昨今、様々な業種・業界においてランサムウェアをはじめとするサイバー攻撃が激化し​
​ており、業務停止や情報漏洩といった深刻な事態が発生しています。 株式会社音響ハウ​
​スでは、お客様の貴重な制作資産を守り、円滑な制作環境を維持することを最優先事項と​
​捉え、以下の通りセキュリティ対策を強化・運用しております。​

​謹白​

​具体的な施策内容​

​●​ ​24時間365日体制のエンドポイント監視（Managed EDR）導入済​
​○​ ​外部との接点が多い営業・管理職・バックオフィス部門の全PCに対し、高​

​度な検知・対応機能を持つ「EDR（Endpoint Detection and Response）」​
​を導入しています。プロのセキュリティエンジニアが24時間体制で監視し、​
​万が一の侵入時も即座に隔離・復旧を行う体制を整えています。​

​●​ ​ネットワーク分離とアクセス制御​
​○​ ​レコーディングスタジオやポストプロダクションなどのお客様用ネットワー​

​クと、社用ネットワークを論理的・物理的に分離し、ウイルス感染の蔓延​
​（ラテラルムーブメント）を防止しています。​

​●​ ​テレビCMオンライン搬入システムの安全運用​
​○​ ​放送局へのオンライン搬入システムにおいては、セキュアなネットワーク環​

​境と厳格な認証プロセス（ISO27001）及び暗号化プロトコルを採用し、​
​データの改ざんや不正アクセスを徹底的に排除しています。​

​　私たちは「音と映像のプロフェッショナル」として、技術力だけでなく、それらを支え​
​る「安心・安全なインフラ」を提供し続けることをお約束いたします。今後も情勢の変化​
​に合わせ、継続的なセキュリティレベルの向上に努めてまいります。​


